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Presentazione

Linformatica e la tecnologia della comunicazione si combinano nella Telematica per rispondere
allo sviluppo e all'implementazione di tecniche, processi, conoscenze e dispositivi che consentono
l'invio e la ricezione efficiente di dati. Questo campo di lavoro e la costante incorporazione

dei progressi tecnologici richiedono un aggiornamento permanente e di ampio respiro. Questo
studio offre 'aggiornamento o la specializzazione di qualita di cui il professionista ha bisogno
con un programma aggiornato e altamente qualificato. Un corso di alta qualita che permettera

di progredire nella propria professione.
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6 6 Completo, completamente aggiornato e adattabile

alle tue disponibilita, questo programma e uno
strumento di alta qualita per l'informatico che
desidera ampliare le proprie competenze reali"
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| progressi nelle telecomunicazioni sono costanti, poiché si tratta di uno dei settori

in piu rapida evoluzione. E quindi necessario disporre di esperti in informatica in grado
di adattarsi a questi cambiamenti e di avere una conoscenza diretta dei nuovi strumenti
e delle nuove tecniche che stanno emergendo in questo campo.

Il programma in Telematica tratta tutte le materie coinvolte in questo campo. Il suo
studio ha un chiaro vantaggio rispetto ad altri Master che si concentrano su blocchi
specifici, impedendo agli studenti di conoscere le interrelazioni con altre aree incluse
nel campo multidisciplinare delle telecomunicazioni. Il personale docente di questo
programma, inoltre, ha effettuato un'attenta selezione di ciascuna delle materie

di questa specializzazione, per offrire allo studente un'opportunita di studio

il pit possibile completa e sempre legata all'attualita.

Questo programma e rivolto a coloro che sono interessati a raggiungere un livello
superiore di conoscenza della Telematica. Lobiettivo principale € consentire agli
studenti di applicare le conoscenze acquisite in questo programma nel mondo reale,
in un ambiente di lavoro che riproduce le condizioni che potrebbero incontrare nel loro
futuro, in modo rigoroso e realistico.

Trattandosi inoltre di un programma 100% online, lo studente non & condizionato
da orari fissi o dalla necessita di spostarsi in un altro luogo fisico, ma puo accedere
ai contenuti in qualsiasi momento della giornata, conciliando il suo lavoro o la sua
vita personale con quella accademica.

Questo Master in Telematica possiede il programma piu completo e aggiornato del
mercato. Le caratteristiche principali del programma sono:
+ Sviluppo di casi pratici presentati da esperti in Telematica

+ Contenuti grafici, schematici ed eminentemente pratici che forniscono informazioni
scientifiche e pratiche sulle discipline essenziali per I'esercizio della professione

+ Esercizi pratici con cui e possibile valutare sé stessi per migliorare 'apprendimento
+ Speciale enfasi sulle metodologie innovative in ambito della Telematica

+ Lezioni teoriche, domande all'esperto, forum di discussione su temi controversi e lavoro
diriflessione individuale

+ Contenuti disponibili da qualsiasi dispositivo fisso o portatile provvisto di connessione
ainternet

Includi nelle tue competenze la capacita

di intervenire nei diversi campi della telematica,
con un percorso di apprendimento che dara
impulso al tuo sviluppo professionale”




Questo programma € il miglior
investimento che tu possa fare
nella scelta di un programma
di aggiornamento delle tue
conoscenze in Telematica”

Il personale docente comprende professionisti del settore, che forniscono agli studenti
le competenze necessarie a intraprendere un percorso di studio eccellente.

| contenuti multimediali, sviluppati in base alle ultime tecnologie educative, forniranno
al professionista un apprendimento coinvolgente e localizzato, ovvero inserito in un
contesto reale.

La creazione di questo programma € incentrata sull’Apprendimento Basato sui
Problemi, mediante il quale il professionista deve cercare di risolvere le diverse
situazioni di pratica professionale che gli si presentano durante il corso. Lo studente
potra usufruire di un innovativo sistema di video interattivi creati da esperti di rinomata
fama nel settore della Telematica.
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Il materiale didattico con cui svilupperai
il tuo studio e un compendio di alta
qualita che ti permettera di avanzare

in modo comodo e semplice.

Questo programma 100% online
ti permettera di conciliare i tuoi
studi con lattivita professionale.




Obiettivi
Il programma in Telematica si propone di offrire agli informatici uno studio completo

e aggiornato di tutte le aree coinvolte nell'intervento telematico, con la sicurezza
e la qualita di un programma creato con un criterio di totale eccellenza.
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Lobiettivo di questo programma e fornire
al professionista una panoramica completa
delle conoscenze teoriche e pratiche di cui
avra bisogno nel campo della Telematica"
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Obiettivo generale

+ Capacitare gli studenti affinché siano in grado di sviluppare applicazioni telematiche,
analizzare dati o svolgere compiti di sicurezza digitale, ecc.

Unopportunita creata per i professionisti
alla ricerca di un corso intensivo ed efficace
con cui compiere un significativo passo
avanti nell'esercizio della propria attivita”




Obiettivi specifici

Reti di computer
* Acquisire le conoscenze essenziali delle reti informatiche su internet

* Comprendere il funzionamento dei diversi livelli che definiscono un sistema in rete, come
i livelli di applicazione, trasporto, rete e collegamento

+ Comprendere la composizione delle LAN, la loro topologia e i loro elementi di rete
e interconnessione

+ Imparare a conoscere il funzionamento dell'indirizzamento IP e il subnetting
* Comprendere la struttura delle reti wireless e mobili, compresa la nuova rete 5G

+ Conoscere i diversi meccanismi di sicurezza della rete e i diversi protocolli di sicurezza
diinternet

Sistemi distribuiti
+ Padroneggiare i principi di base dei sistemi distribuiti

* Imparare a caratterizzare e classificare i sistemi distribuiti in base a una serie di parametri
di base

* Comprendere i diversi tipi di modelli utilizzati nei sistemi distribuiti
+ Comprendere le attuali architetture che implementano il concetto di sistema di file distribuito

* Essere in grado di analizzare gli algoritmi di sincronizzazione dei processi e degli oggetti,
la definizione degli orologi logici e la coerenza temporale delle informazioni

+ Comprendere il sistema di denominazione utilizzato in Internet, noto come DNS (Domain
Name System)

+ Conoscere il funzionamento dell'indirizzamento IP e del subnetting

Obiettivi| 11 tech

Sicurezza nei sistemi e nelle reti di comunicazione

+ Ottenere una panoramica sulla sicurezza, la crittografia e le crittoanalisi classiche

+ Comprendere i fondamenti della crittografia simmetrica e asimmetrica e i loro
principali algoritmi

+ Analizzare la natura degli attacchi di rete e i diversi tipi di architetture di sicurezza

+ Comprendere le tecniche di protezione del sistema e di sviluppo del codice sicuro

+ Conoscere i componenti essenziali di botnets e spam, oltre che del malware
e del codice dannoso

+ Porre le basi per I'analisi forense nel mondo del software e del controllo informatico

Reti e infrastrutture aziendali

+ Padroneggiare gli aspetti avanzati dell'interconnessione delle infrastrutture, essenziali
per la progettazione e la pianificazione di reti ad alta velocita

+ Conoscere le principali caratteristiche e tecnologie delle reti di trasporto
+ Comprendere le architetture WAN classiche, All-Ethernet, MPLS, VPN

+ Analizzare gli aspetti fondamentali dell'evoluzione delle reti verso le NGN (Next
Generation Networks)

+ Comprendere i requisiti avanzati di QoS, routing, controllo della congestione e affidabilita

+ Conoscere e saper applicare gli standard di rete internazionali
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Architetture di sicurezza
* Comprendere i principi di base della sicurezza informatica

» Padroneggiare gli standard di sicurezza informatica e i processi di certificazione
+ Analizzare le basi organizzative e crittografiche su cui si fondano le tecnologie di sicurezza

* |dentificare le principali minacce e vulnerabilita dei diversi elementi coinvolti nelle TIC,
nonché le loro cause

+ Approfondire gli strumenti di sicurezza di rete e delle loro funzioni specifiche

* Saper applicare le tecnologie che compongono un‘architettura di sicurezza ICT,
nelle sue diverse prospettive

Centri dati, funzionamento della rete e servizi
+ Essere in grado di progettare, operare, gestire e mantenere reti, servizi e contenuti forniti
attraverso un Data Center

+ Conoscere tutti gli elementi essenziali che compongono un Data Center e gli standard
e le certificazioni esistenti

+ Analizzare l'impatto economico di un'infrastruttura di Data Center in termini di prestazioni
ed efficienza

* |dentificare gli elementi hardware di un Data Center in infrastrutture reali

+ Comprendere le implicazioni di sicurezza delle diverse soluzioni per I'offerta di servizi
da parte dei fornitori di mercato

+ Comprendere il funzionamento del processo di virtualizzazione

+ Comprendere i vantaggi, i benefici e i modelli di adozione del Cloud

Programmazione avanzata
+ Approfondire la conoscenza della programmazione, soprattutto in relazione alla
programmazione orientata agli oggetti, e dei diversi tipi di relazioni tra classi esistenti

+ Conoscere i diversi modelli di progettazione per i problemi orientati agli oggetti
* |Imparare la programmazione guidata dagli eventi e lo sviluppo di interfacce utente con Qt

+ Acquisire le conoscenze essenziali della programmazione concorrente, dei processi
e dei thread

+ Imparare a gestire l'uso dei thread e della sincronizzazione, nonché a risolvere i problemi
pit comuni della programmazione concorrente

+ Comprendere l'importanza della documentazione e dei test nello sviluppo del software

Ingegneria dei sistemi e dei servizi di rete
+ Padroneggiare i concetti fondamentali dell'ingegneria dei servizi

+ Conoscere i principi di base della gestione della configurazione di sistemi software
in evoluzione

+ Conoscere le tecnologie e gli strumenti per la fornitura di servizi telematici

+ Conoscere i diversi stili architetturali di un sistema software, comprenderne le differenze
e saper scegliere quello piu appropriato in base ai requisiti del sistema

+ Comprendere i processi di validazione e verifica e la loro relazione con le altre fasi del ciclo
divita

+ Essere in grado di integrare sistemi per 'acquisizione, la rappresentazione, l'elaborazione,

la memorizzazione, la gestione e la presentazione di informazioni multimediali per la
realizzazione di servizi di telecomunicazione e applicazioni telematiche



* Conoscere gli elementi comuni per la progettazione dettagliata di un sistema software

+ Acquisire competenze di programmazione, simulazione e validazione di servizi e applicazioni
telematiche, in rete e distribuite

+ Comprendere il processo e le attivita di transizione, configurazione, implementazione
e funzionamento

+ Comprendere i processi di gestione, automazione e ottimizzazione della rete

Audit dei Sistemi Informativi
+ Padroneggiare i concetti, gli standard e le metodologie principali dell'audit dei sistemi

+ Conoscere gli elementi organizzativi e il quadro giuridico degli audit

+ Ottenere una guida di riferimento per la progettazione di nuovi sistemi di controllo
interno informatico

+ Comprendere e identificare i rischi derivanti dagli sviluppi tecnologici

* Rilevare come i diversi sistemi informativi soddisfino o meno i requisiti
di sicurezza desiderati

* Essere in grado di realizzare un processo di miglioramento continuo
della sicurezza informatica
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Gestione di Progetti
+ Comprendere i concetti fondamentali del project management e del ciclo di vita
della Gestione dei Progetti

+ Comprendere le diverse fasi della gestione del progetto, come l'avvio, la pianificazione,
la gestione degli stakeholder e il campo di applicazione

+ Pianificare una tabella di marcia per la gestione del tempo, lo sviluppo del budget
e la risposta ai rischi

+ Comprendere il funzionamento della gestione della qualita nei progetti, compresi
la pianificazione, la garanzia, il controllo, i concetti statistici e gli strumenti disponibili

+ Comprendere il funzionamento dei processi di approvvigionamento, esecuzione,
monitoraggio, controllo e chiusura di un progetto

+ Acquisire le conoscenze essenziali relative alla responsabilita professionale nella gestione
dei progetti
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Competenze

Dopo aver superato le valutazioni del programma in Telematica, gli studenti avranno
acquisito le competenze necessarie per intervenire in modo sicuro e aggiornato

nei diversi ambiti di lavoro che la Telematica sviluppa. Un processo di crescita

delle competenze che fara la differenza nella loro carriera professionale.
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Acquisisci le competenze di uno specialista
di telematica, inizia a intervenire in questo

settore con la visione di un professionista
allavanguardia”
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Competenza generale

+ Sviluppare applicazioni telematiche e svolgere compiti di sicurezza digitale

Specializzarsi con i migliori
ed essere allavanguardia
nellintervento professionale’
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Competenze specifiche

+ Conoscere l'intera struttura delle reti di computer

+ Padroneggiare i sistemi distribuiti e saperli classificare

+ Eseguire compiti di sicurezza su sistemi e reti di comunicazione

+ Applicare gli standard internazionali per le reti

+ Padroneggiare tutte le procedure di sicurezza informatica

* Progettare e gestire centri dati

+ Eseguire compiti di programmazione, individuare eventuali problemi e risolverli
+ Conoscere l'intero processo di progettazione dei sistemi

+ Condurre audit di sistema e migliorare la sicurezza informatica

+ Conoscere tutte le fasi della gestione di un progetto e il suo ciclo di vita per saperle gestire
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Direzione del corso

Docenti esperti con un ampio curriculum nell'area delle soluzioni IT e dello sviluppo

e ricerca software, guidano questo Master per fornire gli strumenti e le conoscenze
necessarie al professionista focalizzato sulla qualita nei processi di sviluppo software
e sugli strumenti piu avanzati per implementare processi DevOps e sistemi per
I'assicurazione della qualita. Questo team di professionisti guidera lo studente in

ogni momento, per raggiungere gli obiettivi a distanza, trattandosi di un programma
totalmente online e seguendo la metodologia piu allavanguardia implementata da
TECH.
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Insegnanti specializzati siimpegnano a fornire i migliori
contenuti e a rendere il processo di apprendimento
unesperienza agile e dinamica. Chiariranno i tuoi dubbi
e ti accompagneranno lungo tutto il percorso”
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Direttrice Ospite Internazionale

Sinan Akkaya e un leader tecnologico di riferimento con una vasta esperienza internazionale in
Ingegneria, gestione e leadership, specializzato in reti di accesso e nella costruzione e gestione

di infrastrutture aziendali. In questo senso, ha dimostrato una grande capacita di guidare team e
progetti su larga scala, concentrandosi sullimplementazione di tecnologie avanzate, innovazione e
sviluppo dei prodotti. La sua esperienza spazia dalla pianificazione strategica allimplementazione

operativa di complesse soluzioni di rete wireless e sistemi di comunicazione.

In qualita di Direttore di Ingegneria delle Reti di Accesso Radio presso AT&T, ha guidato le attivita di
Ingegneria di Rete e delle Radiofrequenze per la regione della California settentrionale e del Nevada,
dove ha supervisionato l'implementazione delle reti 4G e 5G, e 'espansione della rete a oltre 900 siti.
Sotto la sua guida, la regione ha raggiunto il pit alto EBITDA della societa, evidenziando la capacita
di gestire grandi budget, ottimizzare i costi operativi e garantire le prestazioni della rete. Inoltre, ha
svolto un ruolo chiave nellimplementazione di tecnologie emergenti come Massive MIMO e 5G

mm-wave, nonché nella direzione di servizi come FirstNet, focalizzati sulla sicurezza pubblica.

Ha lavorato anche come consulente per grandi operatori di telecomunicazioni, OEM e aziende
globali, fornendo consulenza tecnica e strategica per ottimizzare le reti e migliorare la qualita dei

servizi. Ha anche supervisionato team multidisciplinari, gestito investimenti di rete per oltre 500

milioni di dollari all'anno e apportato contributi significativi all'espansione e all'ottimizzazione delle

reti di telecomunicazione. A sua volta, e stato un oratore frequente in conferenze internazionali,

dove ha condiviso la sua conoscenza e visione sulle tendenze tecnologiche e le strategie per

l'evoluzione delle reti wireless.
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Dott.St. Akkaya, Sinan

+ Direttore di Ingegneria delle Reti di Accesso Radio presso AT&T, San Ramon,
California, Stati Uniti

Responsabile di Ingegneria delle Radiofrequenze presso AT&T

*

*

Ingegnere Capo di Radiofrequenza presso Wireless Facilities International

*

Ingegnere di Radiofrequenza presso Lightbridge Communications Corporation

*

Ingegnere di Progettazione Radiofonica presso Turkeell

+ Product Manager presso General Electric

+ Master in Ingegneria Elettrica ed Elettronica presso ['Universita di Newcastle

+ Laurea in Ingegneria Elettrica ed Elettronica presso I'Universita Tecnica Orta Dogu
+ Membro di: American Heart Association

Grazie a TECH potrai
apprendere con i migliori
professionisti del mondo”
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Struttura e contenuti

La struttura dei contenuti e stata progettata dai migliori professionisti del settore
informatico delle telecomunicazioni. Un corso intensivo e completo che comprende
tutti gli aspetti che l'informatico che lavora nella Telematica deve gestire con sicurezza,
sviluppato in modo strutturato ed efficiente per lo studente.
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Disponiamo del programma piu completo
e aggiornato del mercato. Noi puntiamo
all'eccellenza e facciamo in modo che
anche tu la raggiunga”
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Reti di computer

1.1.  Retidi computer su internet
1.1.7.  Retieinternet
1.1.2.  Architettura dei protocolli
1.2. Il livello applicativo
1.2.1. Modello e protocolli
122, Servizi FTP e SMTP
1.2.3.  Servizio DNS
1.2.4.  Modello di funzionamento HTTP
1.2.5.  Formati dei messaggi HTTP
1.2.6. Interazione con metodi avanzati
1.3.  lllivello di trasporto
1.3.1.  Comunicazione tra processi

1.3.2.  Trasporto orientato alla connessione: TCP e SCTP

1.4, lllivello direte
1.41.  Commutazione di circuiti e di pacchetti
1.4.2. Il protocollo IP (v4 e v6)
1.4.3.  Algoritmi di instradamento

1.5.  lllivello di collegamento

1.5.1.  Livello di collegamento e tecniche di rilevamento e correzione degli errori

1.5.2.  Collegamenti e protocolli di accesso

1.5.3. Indirizzamento a livello di collegamento
1.6. RetiLAN

1.6.1.  Topologie direte

1.6.2. Elementi di rete e interconnessione
1.7.  Indirizzamento IP

1.7.1.  Indirizzamento IP e Subnetting

1.7.2.  Panoramica: una richiesta HTTP
1.8.  Reti wireless e mobili

1.8.1.  Retie servizimobili 2G, 3G e 4G

1.82. Reti5G

19.

1.10.

2.1.

2.2.

Sicurezza nelle reti

1.9.1.
1.9.2.
1.9.3.
1.9.4.
1.95.

Fondamenti di sicurezza delle comunicazioni
Controllo degli accessi

Sicurezza dei sistemi

Fondamenti di crittografia

Firma digitale

Protocolli di sicurezza su internet

1.70.1. Sicurezza IP e reti private virtuali (VPN)
1.10.2. Sicurezza web con SSL/TLS

Sistemi distribuiti

Introduzione al calcolo distribuito

211
21.2.
213
2.1.4.
2.1.5.
2.16.
2.1.7.

Concetti di base

Calcolo monolitico, distribuito, parallelo e cooperativo

Vantaggi, svantaggi e sfide dei sistemi distribuiti

Concetti preliminari sui sistemi operativi: processi e concorrenza
Background delle reti

Concetti preliminari sull'ingegneria del software

Organizzazione del manuale

Paradigmi di calcolo distribuito e di comunicazione interprocesso

2.2.1.
222

2.2.3.
224
2.2.5.
2.2.6.

Comunicazione tra processi

Sincronizzazione degli eventi

2.2.2.1. Scenario 1: invio sincrono e ricezione sincrona

2.2.2.2. Scenario 2: invio asincrono e ricezione sincrona

2.2.2.3. Scenario 3: invio sincrono e ricezione asincrona

2.2.2.4. Scenario 4: invio asincrono e ricezione asincrona
Interblocchi e timer

Rappresentazione e codifica dei dati

Classificazione e descrizione dei paradigmi di calcolo distribuito
Java come ambiente di sviluppo per sistemi distribuiti



2.3.

API di Sockets

2.3.1.
232
2.33.
2.3.4.
2.35.

API Socket, tipi e differenze

Prese Datagram

Prese Stream

Soluzione agli interblocchi: timer ed eventi non bloccanti
Sicurezza dei Sockets

2.4 Paradigma di comunicazione client-server

2.5.

2.6.

2.4.1.
2.4.2.
2.4.3.
2.4.4.
2.4.5.

2.4.6.
2.4.7.

Caratteristiche e concetti fondamentali dei sistemi client-server distribuiti
Processo di progettazione e implementazione di un sistema client-server
Problemi di indirizzamento non orientato alla connessione con i client anonimi
Server iterativi e concorrenti

Informazioni sulla sessione e sullo stato

2.4.5.1. Informazioni sulla sessione

2.4.5.2. Informazioni sullo stato globale

Clienti complessi che ricevono risposte asincrone dal lato server

Server complessi che fungono da intermediari tra piu clienti

Comunicazione di gruppo

2.5.1.
2.5.2.
2.5.3.
2.5.4.
2.5.5.
2.5.6.

Introduzione al multicast e usi comuni

Affidabilita e gestione nei sistemi multicast
Implementazione Java di sistemi multicast

Esempio di utilizzo della comunicazione di gruppo tra pari
Implementazioni multicast affidabili

Multicast a livello di applicazione

Oggetti distribuiti

2.6.1.
2.6.2.
2.6.3.
2.6.4.
2.6.5.
2.6.6.
2.6.7.
2.6.8.

Introduzione agli oggetti distribuiti

Architettura di un'applicazione basata su oggetti distribuiti
Tecnologie dei sistemi a oggetti distribuiti

Livelli software Java RMI lato cliente e lato server

API per oggetti distribuiti Java RMI

Fasi di costruzione di un‘applicazione RMI

Utilizzo di Callback in RMI

Download dinamico della cache degli oggetti remoti e del gestore
della sicurezza RMI

2.7.

2.8.

2.9.
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Applicazioni Internet I: HTML, XML, HTTP

2.7.1.
2.7.2.
2.7.3.
2.7.4.
2.7.5.
2.7.6.
CORBA
2.8.1.
2.8.2.
2.83.
2.8.4.
2.8.5.
2.8.6.
2.8.7.
2.88.

Introduzione alle Applicazioni Internet |

Linguaggio HTML

Linguaggio XML

Protocollo Internet HTTP

Utilizzo di contenuti dinamici: gestione dei moduli e CGlI
Gestione della sessione Internet e dei dati di stato

Introduzione a CORBA

Architettura CORBA

Linguaggio di descrizione delle interfacce in CORBA

Protocolli di interoperabilita GIOP

Riferimenti a oggetti remoti IOR

Servizio di denominazione CORBA

Esempio di IDL Java

Fasi di progettazione, compilazione ed esecuzione in Java IDL

Applicazioni Internet II: Applet, Servlet e SOA

29.1.
292
2.9.3.
29.4.
2.95.

2.96.
297.
2.98.

Introduzione alle applicazioni Internet Il
Applets

Introduzione ai Servlet

Servlet HTTP e loro funzionamento
Mantenimento delle informazioni di stato nelle Servlet
2.9.5.1. Campi modulo nascosti

2.9.5.2. Cookie

2.9.5.3. Variabili del Servlet

2.9.5.4. Oggetto Sessione

Servizi Web

Protocollo SOAP

Breve panoramica dell'architettura REST

tecn
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2.10. Paradigmi avanzati

3.1.

3.2.

3.3.

2.10.1.
2.10.2.
2.10.3.
2.10.4.
2.10.5.
2.10.6.

Sicurezza nei sistemi e nelle reti di comunicazione

Panoramica sulla sicurezza, la crittografia e le crittoanalisi classiche

311
3.1.2.
3.1.3.
3.1.4.
3.1.5.

Introduzione ai paradigmi avanzati
Paradigma MOM

Paradigma dell'agente software mobile
Paradigma dello spazio degli oggetti
Informatica collaborativa

Tendenze future dell'informatica distribuita

Sicurezza informatica: prospettiva storica
Ma cos'e esattamente la sicurezza?
Storia della crittografia

Cifrari sostitutivi

Caso di studio: la macchina Enigma

Crittografia simmetrica

3.2.1.
3.2.2.
3.2.3.
3.2.4.
3.2.5.
3.2.6.
3.2.7.

Introduzione e terminologia base
Crittografia simmetrica

Modalita di funzionamento

DES

Il nuovo standard DES
Crittografia del flusso
Crittoanalisi

Crittografia asimmetrica

3.3.1.
3.3.2.
3.33.
3.3.4.
3.3.5.

Origini della crittografia a chiave pubblica
Concetti di base e funzionamento
['algoritmo RSA

Certificati digitali

Conservazione e gestione delle chiavi

3.4.

3.5.

3.6.

3.7.

Attacchi in rete

3.4.1.
3.4.2.
3.4.3.
3.4.4.
3.4.5.

Minacce e attacchi alla rete
Enumerazione

Intercettazione del traffico: Sniffers
Attacchi di negazione del servizio
Attacchi ARP poisoning

Architetture di sicurezza

3.5.1.
3.5.2.
3.5.3.
3.5.4.
3.5.5.
3.5.6.

Architetture di sicurezza tradizionali

Secure Socket Layer: SSL

Protocollo SSH

Reti Private Virtuali (VPN)

Meccanismi di protezione dell'unita di archiviazione esterna
Meccanismi di protezione hardware

Tecniche di protezione del sistema e sviluppo sicuro del codice

3.6.1.
3.6.2.
3.6.3.
3.6.4.
3.6.5.
3.6.6.
3.6.7.
3.6.8.
3.6.9.
3.6.10.
3.6.11.
3.6.12.

Sicurezza operativa

Risorse e controlli

Monitoraggio

Sistemi di rilevamento delle intrusioni

IDS di Host

IDS direte

IDS basati sulla firma

Sistemi di esche

Principi di sicurezza di base nello sviluppo del codice
Gestione dei guasti

Nemico pubblico numero 1: buffer overflow
Botch crittografici

Botnet e Spam

3.7.1.
3.7.2.
3.7.3.
3.7.4.

Origine del problema
Processo di spam

Invio di spam

Affinamento della mailing list



3.8.

3.9.

3.10.

3.7.5.
3.7.6.
3.7.7.
3.7.8.
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Tecniche di protezione
Servizi Antispam offerti da terzi
Casi di studio

Reti e infrastrutture aziendali

4.1.  Retiditrasporto

Audit e attacchi web

3.8.1.
3.8.2.
3.8.3.

Spam esotico 4.1.1.  Architettura funzionale delle reti di trasporto
41.2. Interfaccia del nodo di rete in SDH

Raccolta di informazioni 418, EIemAe\nto Qi reteA o

Tecniche di attacco 4.1.4. Quall‘ta e dlspon|blllt§ della Tetg

Strumenti 41.5.  Gestione della rete di trasmissione
471.6. Evoluzione delle reti di trasmissione

Malware e codice maligno

3.9.1.
3.9.2.
3.9.3.
3.9.4.
3.9.5.
3.9.6.
3.9.7.
3.9.8.
3.90.
3.9.10.
3.9.11.
3.9.12.

Analisi forense

3.10.1.
3.10.2.
3.10.3.
3.10.4.

Che cos® il malware? 4.2.  Architetture WAN classiche
Tipi di malware 42.1.  Reti WAN Wide Area
Virus 422,  Standard WAN
Criptovirus 4.2.3.  Incapsulamento WAN
Worm 4.2.4.  Dispositivi WAN
Adware 4.2.41. Router
Spyware 4.2.42. Modem
Hoaxes 4.2.4.3. Switch
Pishing 4.2.4.4. Server di comunicazione
Trojan 4.2.4.5. Gateway
L'leconomia del malware 4.2.4.6. Firewall
Possibili soluzioni 4.2.4.7. Proxy
4.2.4.8 NAT
Raccolta di evidenze 425 Tipidi connessione
Analisi delle evidenze 4.2.5.1. Collegamenti punto-punto
Tecniche anti-forensi 4.2.5.2. Commutazione di circuito
Caso di studio pratico 4.2.5.3. Commutazione di pacchetto
4.2.5.4. Circuiti virtuali WAN
4.3. Retibasate suATM
4.3.1. Introduzione, caratteristiche e modello di livello
4.3.2.  Livello di accesso fisico ATM

4.3.2.1. Sottolivello dipendente dal mezzo fisico PM
4.3.2.2. Sottostrato di convergenza della trasmissione, TC
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433. Cella ATM
4.3.3.1. Intestazione
4.3.3.2. Connessione virtuale
4.3.3.3. Nodo di commutazione ATM
4.3.3.4. Controllo di flusso (caricamento del collegamento)
4.3.4. Adattamento delle celle AAL
4.3.4.1. Tipi di servizi AAL
4.4, Modelli di accodamento avanzati
447, Introduzione
4.4.2.  Fondamenti di teoria delle code
4.4.3.  Sistemi di base della teoria delle code
4.4.3.1. Sistemi M/M/1, M/M/m e M/M/co
4.4.3.2. Sistemi M/M/1/k e M/M/m/m
4.4.4  Teoria delle code dei sistemi avanzati
4.4.4.1. Sistema M/G/1
4.4.472. Sistemna M/G/1 con priorita
4.4.4 3. Reti di accodamento
4.4.4.4. Modellazione di reti di comunicazione
4.5, Qualita del servizio nelle reti aziendali
45.1. Fondamenti
4.52. Fattori di QoS nelle reti convergenti
4.53.  Concetti di QoS
4.54. Politiche QoS
455 Metodi di implementazione della QoS
4.56. Modellidi QoS
4.5.7.  Meccanismi per l'implementazione della QoS DiffServ
4.5.8. Esempidiapplicazione
4.6. Retiaziendali e infrastrutture All-Ethernet
4.6.1. Topologie di Rete Ethernet
4.6.1.1. Topologia a Bus
4.6.1.2. Topologia a stella
4.6.2. Formato del frame Ethernet e IEEE




4.7.
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4.6.3. Rete Ethernet commutata
4.6.3.1. Reti Virtuali VLAN
4.6.3.2. Aggregazione di porte
4.6.3.3. Ridondanza delle connessioni
4.6.3.4. Gestione delle QoS
4.6.3.5. Funzioni di sicurezza
4.6.4. Fast Ethernet
4.6.5. Gigabit Ethernet
Infrastrutture MPLS
471, Introduzione
472 MPLS
4.7.2.1. Background di MPLS ed evoluzione
4.7.2.2. Architettura MPLS
4.7.2.3. Rispedizione di pacchetti etichettati
4.7.2.4. Protocollo di distribuzione delle etichette (LDP)
47.3. VPNMPLS
4.7.3.1. Definizione di una VPN
4.7.3.2. Modelli VPN
4.7.3.3. Modello di VPN MPLS
4.7.3.4. Architettura di VPN MPLS
4.7.3.5. Virtual Routing Forwarding (VRF)
4.7.3.6.RD
4.7.3.7. Route Target (RT)
4.7.3.8. Propagazione del percorso VPNv4 in una VPN MPLS
4.7.3.9. Inoltro dei pacchetti in una rete VPN MPLS
4.7.3.10. BGP
4.7.3.11. Comunita estesa BGP: RT
4.7.3.12. Trasporto di etichette BGP
4.7.3.13. Riflettore di rotta (RR)
4.7.3.14. Gruppo RR
4.7.3.15. Selezione del percorso BGP
4.7.3.16. Spedizione di pacchi
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4.7.4.  Protocolli di Routing comuni in ambienti MPLS Architetture di sicurezza

4.7.4.1. Protocolli di instradamento a Distanza Vettoriale

4.7.4.2. Protocolli di instradamento di tipo Link State 5.1 Principi di base della sicurezza informatica
4.7.43 OSPF 51.1. Cosa siintende per sicurezza informatica?
4744 1SIS 5.1.2.  Obiettivi della sicurezza informatica
4.8 Servizi di vettore e VPN 5.1.3.  Servizi di sicurezza informatica
481 Introduzione 51.4. Conseguenze della mancanza di sicurezza
4.82. Requisiti di base della VPN 5.1.5.  Principio di difesa della sicurezza
4.83. Tipologie di VPN 5.1.6.  Politiche, piani e procedure di sicurezza
4.8.3.1. Accesso remoto VPN 5.1.6.17. Gestione degli account utente
4.8.3.2. VPN punto a punto 5.1.6.2. Identificazione e autenticazione degli utenti
4.8.3.3. VPN interna (su LAN) 5.1.6.3. Autorizzazione e controllo dell'accesso logico
4.84.  Protocolli utilizzati nelle VPN 5.1.6.4. Monitoraggio del server

4.8.5. Implementazioni e tipi di connessione 5.1.6.5. Protezione dei dati o
49.  NGN (Next Generation Networks) 5.1.6.6. Sicurezza delle connessioni remote

491 Introduzione 51.7.  Limportanza del fattore umano

492  Antecedenti 5.2. Standardizzazione e certificazione della sicurezza informatica

4.9.2.1. Definizione e caratteristiche della rete NGN 5.21. Standard di sicurezza

4.9.2.2. Migrazione alle reti di nuova generazione ' -
493 Architettura NGN 5.2.1.2. Organi responsabili
5.2.2. Norme negli Stati Uniti

5.2.1.1. Scopo degli standard

4.9.3.7. Livello primario di connettivita

4.9.3.2. Livello di accesso 5.22.1.TCSEC
4.9.3.3. Livello di servizio 5.2.2.2. Criteri Federali
4.9.3.4. Livello di gestione 5.2.2.3. FISCAM
494 IMS 5.2.2.4. NIST SP 800
495,  Organizzazioni di standardizzazione 5.2.3. Standard europei
5.2.3.1.ITSEC

49.6. Tendenze normative

410. Revisione degli standard ITU e IETF 5.2.32. ITSEM
5.2.3.3. Agenzia Europea per la Sicurezza delle Reti e dell'Informazione

5.2.4. Standard internazionali

4.10.1. Introduzione

4.10.2. Standardizzazione

4.10.3. Alcune organizzazioni standard

4.10.4. Protocolli e standard del livello fisico della WAN
4.10.5. Esempi di protocolli orientati al mezzo

5.2.5.  Processo di certificazione



5.3.

5.4.

5.5.

Minacce alla sicurezza informatica: vulnerabilita e malware
5.3.1.  Introduzione
5.3.2. Vulnerabilita dei sistemi
5.3.2.1. Incidenti di sicurezza della rete
5.3.2.2. Cause di vulnerabilita dei sistemi informatici
5.3.2.3. Tipi di vulnerabilita
5.3.2.4. Responsabilita dei produttori di software
5.3.2.5. Strumenti di valutazione delle vulnerabilita
5.3.3.  Minacce alla sicurezza informatica
5.3.3.1. Classificazione degli intrusi in rete
5.3.3.2. Motivazioni degli aggressori
5.3.3.3. Fasi di un attacco
5.3.3.4. Tipi di attacco
5.3.4.  Virus informatici
5.3.4.1. Caratteristiche generali
5.3.4.2. Tipi di virus
5.3.4.3. Danni da virus
5.3.4.4. Come combattere i virus
Terrorismo informatico e risposta agli incidenti
54.1. Introduzione
54.2. Laminaccia del terrorismo informatico e della guerra informatica
54.3. Conseguenze dei fallimenti e degli attacchi alle imprese
5.4.4. Spionaggio nelle reti informatiche
Identificazione degli utenti e sistemi biometrici

5.5.1. Introduzione all'autenticazione, allautorizzazione e alla registrazione degli utenti

5.5.2.  Modello di sicurezza AAA

5.5.3.  Controllo degli accessi

5.5.4. Identificazione dell'utente

55.5.  Verifica della password

5.5.6. Autenticazione con certificati digitali
5.5.7. ldentificazione dell'utente remoto

5.6.

5.7.

5.5.8.
5.59.
5.5.10.
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Accesso singolo

Gestire le password

Sistemi biometrici

5.5.10.1. Caratteristiche generali
5.5.10.2. Tipi di sistemi biometrici
5.5.10.3. Implementazione dei sistemi

Fondamenti di crittografia e protocolli crittografici

5.6.1.

5.6.2.
5.6.3.
5.6.4.
5.6.5.
5.6.6.

Introduzione alla crittografia

5.6.1.1. Crittografia, crittoanalisi e crittologia
5.6.1.2. Funzionamento di un sistema crittografico
5.6.1.3. Storia dei sistemi crittografici
Crittoanalisi

Classificazione dei sistemi crittografici
Sistemi crittografici simmetrici e asimmetrici
Autenticazione con sistemi crittografici
Firma elettronica

5.6.6.1. Che cos'e una firma elettronica?
5.6.6.2. Caratteristiche della firma elettronica
5.6.6.3. Autorita di certificazione

5.6.6.4. Certificati digitali

5.6.6.5. Sistemi affidabili basati su terze parti
5.6.6.6. Uso della firma elettronica

5.6.6.7. 1D elettronico

5.6.6.8. Fattura elettronica

Strumenti di sicurezza della rete

5.7.1.
5.7.2.
5.7.3.
5.7.4.
5.7.5.
5.7.6.
5.7.7.
5.7.8.

Il problema della sicurezza delle connessioni Internet
Sicurezza della rete esterna

Il ruolo dei server Proxy

Il ruolo dei firewall

Server di autenticazione per le connessioni remote
L'analisi dei registri di attivita

Sistemi di rilevamento delle intrusioni

Esche



tecn 28| Struttura e contenuti

5.8.

5.9.

5.10.

Sicurezza nelle reti private virtuali e wireless

5.8.1.

5.8.2.
5.8.3.
5.8.4.
5.8.5.
5.8.6.

Sicurezza di rete reti private virtuali

5.8.1.7 Il ruolo delle VPN

5.8.1.2 Protocolli per le VPN

Sicurezza tradizionale nelle reti wireless

Possibili attacchi alle reti wireless

Il protocollo WEP

Standard per la sicurezza nelle reti wireless
Raccomandazioni per il rafforzamento della sicurezza

Sicurezza nell'uso dei servizi Internet

59.1.

59.2.

593.
5.9.4.

Navigazione sicura sul web

5.9.1.1. Il servizio www

5.9.1.2. Problemi di sicurezza su www

5.9.1.3. Raccomandazioni sulla sicurezza

5.9.1.4. Protezione della privacy su Internet

Sicurezza della posta elettronica

5.9.2.1. Caratteristiche della posta elettronica

5.9.2.2. Problemi di sicurezza nella posta elettronica
5.9.2.3. Raccomandazioni per la sicurezza della posta elettronica
5.9.2.4. Servizi avanzati di posta elettronica

5.9.2.5. Uso della posta elettronica da parte dei dipendenti
SPAM

Il Phising

Controllo dei contenuti

5.10.1.
5.10.2.
5.10.3.
5.10.4.

La distribuzione di contenuti via Internet
Misure legali per combattere i contenuti illegali
Filtraggio, catalogazione e blocco dei contenuti
Danni allimmagine e alla reputazione

Centri dati, funzionamento della rete e servizi

6.1.  Data center: concetti e componenti di base

6.1.1.
6.1.2.

6.1.3.

6.1.4.

Introduzione

Concetti di base

6.1.2.1. Definizione diun DC

6.1.2.2. Classificazione e importanza
6.1.2.3. Disastri e perdite

6.1.2.4. Tendenza evolutiva

6.1.2.5. Costi della complessita
6.1.2.6. Pilastri e strati di ridondanza
Filosofia di progettazione

6.1.3.1. Obiettivi

6.1.3.2. Selezione della posizione
6.1.3.3. Disponibilita

6.1.3.4. Elementi critici

6.1.3.5. Valutazione e analisi dei costi
6.1.3.6. Bilancio informatico
Componenti di base

6.1.4.1. Piano tecnico

6.1.4.2. Tipi di piastrelle

6.1.4.3. Considerazioni generali
6.1.4.4. Dimensione DC

6.1.4.5. Rack

6.1.4.6. Server e apparecchiature di comunicazione
6.1.4.7. Monitoraggio

6.2. Data Center: sistemi di controllo

6.2.1.
6.2.2.

Introduzione

Alimentazione elettrica

6.2.2.1. Rete elettrica

6.2.2.2. Potenza elettrica

6.2.2.3. Strategie di distribuzione elettrica
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6.2.2.4. UPS 6.3.3.  Organizzazione
6.2.2.5. Generatori 6.3.3.1. Introduzione
6.2.2.6. Problemi elettrici 6.3.3.2. Misure di base
6.2.3.  Controllo ambientale 6.3.3.3. Strategie per la gestione dei cavi
6.2.3.1. Temperatura 6.3.3.4. Politiche e procedure
6.2.3.2. Umidita 6.3.4.  Gestione dei CD
6.2.3.3. Condizionamento dell'aria 6.3.5.  Standard nel Data Center
6.2.3.4. Stima delle calorie 6.4.  Data Center. modelli di business e continuita
6.2.3.5. Strategie di raffreddamento 6.4.1. Introduzione
6.2.3.6. Progettazione dei corridoi. Circolazione dell'aria 6.4.2.  Ottimizzazione
6.2.3.7. Sensori e manutenzione 6.4.2.1. Tecniche di ottimizzazione
6.2.4.  Sicurezza e prevenzione degli incendi 6.4.2.2. Data Centers ecologici
6.2.4.1. Sicurezza fisica 6.4.2.3. Sfide attuali
6.2.4.2. Incendio e sua classificazione 6.4.2.4. Data Centers modulari
6.2.4.3. Classificazione e tipi di sistemi di estinzione 6.4.2.5. Housing
Data Center: progettazione e organizzazione 6.4.2.6. Consolidamento dei Data Centers
6.3.1. Introduzione 6.4.2.7. Monitoraggio
6.3.2.  Progettazione della rete 6.4.3. Continuita aziendale
6.3.2.1. Tipologie 6.4.3.1. BCP. Piano di continuita operativa. Punti chiave
6.3.2.2. Cablaggio strutturato 6.4.3.2. DR. Piano di disaster recovery
6.3.2.3. Backbone 6.4.3.3. Implementazione di un DR
6.3.2.4. Cavidirete UTP e STP 6.4.3.4. Backup e strategie
6.3.2.5. Cavi per telefonia 6.4.3.5. Data Center di backup
6.3.2.6. Elementi terminali 6.4.4.  Le migliori prassi
6.3.2.7. Caviin fibra ottica 6.4.4.1. Raccomandazioni
6.3.2.8. Cavo coassiale 6.4.4.2. Utilizzo della metodologia ITIL
6.3.2.9. Trasmissione senza fili 6.4.4.3. Metriche di disponibilita
6.3.2.10. Raccomandazioni ed etichettatura 6.4.4.4. Controllo ambientale

6.4.4.5. Gestione dei rischi

6.4.4.6. Responsabile per CD

6.4.4.7. Strumenti

6.4.4.8. Suggerimenti per l'implementazione
6.4.4.9. Caratterizzazione
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6.5.  Cloud Computing: introduzione e nozioni di base

6.5.1.
6.5.2.
6.5.3.

6.5.4.
6.5.5.
6.5.6.
6.5.7.

6.5.8.

6.5.9.

Introduzione

Concetti e terminologia di base

Obiettivi e benefici

6.5.3.1. Disponibilita

6.5.3.2. Affidabilita

6.5.3.3. Scalabilita

Rischi e sfide

Ruoli. Provider. Consumer

Caratteristiche del Cloud

Modelli di erogazione del servizio

6.5.7.1. laaS

6.5.7.2. PaaS

6.5.7.3. SaaS

Tipi di Cloud

6.5.8.1. Pubblico

6.5.8.2. Privato

6.5.9.3. Ibrido

Tecnologie abilitanti del cloud

6.5.9.1. Architetture di rete

6.5.9.2. Reti a banda larga. Interconnettivita

6.5.9.3. Tecnologie di Data Center
6.5.9.3.1. Computing
6.5.9.3.2. Storage
6.5.9.3.3. Networking
6.5.9.3.4. Alta disponibilita
6.5.9.3.5. Sistemi d Backup
6.5.9.3.6. Bilanciatori

6.5.9.4. Virtualizzazione

6.5.9.5. Tecnologie web

6.5.9.6. Tecnologia multitenant




6.5.9.7. Tecnologia di servizio

6.5.9.8. Sicurezza Cloud
6.5.9.8.1. Termini e concetti
6.5.9.8.2. Integrita e autenticazione
6.5.9.8.3. Meccanismi di sicurezza
6.5.9.8.4. Minacce alla sicurezza

6.5.9.8.5. Attacchi alla sicurezza del cloud

6.5.9.8.6. Caso di studio

6.6.  Cloud Computing: tecnologia e sicurezza nel cloud

6.6.1.
6.6.2.

6.6.3.

6.6.4.

Introduzione

Meccanismi di Infrastruttura Cloud

6.6.2.1. Perimetro della rete

6.6.2.2. Conservazione

6.6.2.3. Ambiente server

6.6.2.4. Monitoraggio del cloud

6.6.2.5. Alta Disponibilita

Meccanismi di Sicurezza del Cloud (parte I)
6.6.3.1. Automatizzazione

6.6.3.2. Bilanciatori di carico

6.6.3.3. Monitoraggio SLA

6.6.3.4. Meccanismi di pagamento per uso
Meccanismi di Sicurezza del Cloud (parte I1)
6.6.4.1. Sistemi di tracciabilita e audit
6.6.4.2. Sistemi di Failover

6.6.4.3. Hypervisor

6.6.4.4. Clustering

6.6.4.5. Sistemi Multitenant

6.7.

6.8.
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Cloud Computing: Infrastruttura. Meccanismi di controllo e sicurezza

6.7.1.
6.7.2.
6.7.3.
6.7.4.
6.7.5.
6.7.6.

Introduzione ai meccanismi di gestione del cloud
Sistemi di amministrazione remota

Sistemi di gestione delle risorse

Sistemi di gestione degli accordi sul livello di servizio
Sistemi di gestione della fatturazione
Meccanismi di Sicurezza Cloud

6.7.6.1. Crittografia

6.7.6.2. Hashing

6.7.6.3. Firma digitale

6.7.6.4. PKI

6.7.6.5. Gestione dell'identita e degli accessi
6.7.6.6. SSO

6.7.6.7. Gruppi di sicurezza basati sul cloud
6.7.6.8. Sistemi di bastionatura

Cloud Computing: architettura Cloud

6.8.1.
6.8.2.

6.8.3.

Introduzione

Architettura Cloud di base

6.8.2.1. Architetture di distribuzione del carico di lavoro
6.8.2.2. Architetture di utilizzo delle risorse

6.8.2.3. Architetture scalabili

6.8.2.4. Architetture di bilanciamento del carico
6.8.2.5. Architetture ridondanti

6.8.2.6. Esempi

Architettura Cloud avanzate

6.8.3.1. Architetture di cluster di hypervisor

6.8.3.2. Architetture di bilanciamento del carico virtuale
6.8.3.3. Architetture non-stop

6.8.3.4. Architettura ad alta disponibilita

6.8.3.5. Architetture Bare metal

6.8.3.6. Architetture ridondanti

6.8.3.7. Architetture ibride

tecn
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6.9.

6.10.

Programmazione avanzata

7.1

7.2.

6.8.4.

Architetture cloud specializzate

6.8.4.1. Architetture ad accesso diretto I/0
6.8.4.2. Architetture ad accesso diretto LUN
6.8.4.3. Architetture di rete elastiche
6.8.4.4. Architetture SDDC

6.8.4.5. Architetture speciali

6.8.4.6. Esempi

Cloud Computing: modelli di fornitura dei servizi

6.9.1.
6.9.2.
6.9.3.
6.9.4.
6.9.5.

Introduzione

Fornitura di servizi Cloud

La prospettiva del fornitore di servizi
Prospettiva del consumatore di questi servizi
Casi di studio

Cloud Computing: modelli contrattuali, metriche e fornitori di servizi

6.10.1.
6.10.2.
6.10.3.
6.10.4.
6.10.5.
6.10.6.
6.10.7.
6.10.8.
6.10.9.
6.10.10.

Introduzione ai modelli di fatturazione e alle metriche
Modelli di fatturazione

Metriche di pagamento per uso

Considerazioni sulla gestione dei costi

Introduzione alle metriche QoS e agli SLA

Metriche di qualita del servizio

Metriche di prestazione del servizio

Metriche di scalabilita del servizio

Modello di servizio SLA

Casi di studio

Introduzione alla programmazione orientata agli oggetti

7.1
7.1.2.
7.1.3.

Introduzione alla programmazione orientata agli oggetti
Progettazione delle lezioni
Introduzione a UML per la modellazione dei problemi

Relazioni tra lezioni

7.2.1.
7.2.2.
7.2.3.
7.2.4.

Astrazione ed ereditarieta
Concetti avanzati di ereditarieta
Polimorfismo

Composizione e aggregazione

7.3.

7.4.

7.5.

7.6.

7.7.

Introduzione ai design pattern per i problemi orientati agli oggetti

7.3.1.  Cosa sono i design pattern?

7.3.2.  Pattern Factory

7.3.3. Pattern Singleton

7.3.4. Pattern Observer

7.3.5.  Pattern Composite

Eccezioni

7.4.1.  Quali sono le eccezioni?

7.4.2.  Gestione e acquisizione delle eccezioni
7.4.3.  Awio delle eccezioni

7.4.4.  Creazione di eccezioni

Interfacce utente

7.5.1.  Introduzione a Qt

7.5.2.  Posizionamento

7.5.3. Cosa sono gli eventi?

7.5.4.  Eventi: definizione e acquisizione
7.5.5.  Sviluppo diinterfacce utente
Introduzione alla programmazione concorrente
7.6.1.  Introduzione alla programmazione concorrente
7.6.2. Il concetto di processo e di thread
7.6.3. Interazione tra processi o thread
7.6.4.  Threadin C++

7.6.5.  Vantaggi e svantaggi della programmazione concorrente
Gestione e sincronizzazione dei thread

7.7.1.  Ciclodivita di un thread

7.7.2. Laclasse Thread

7.7.3.  Pianificazione del thread

7.7.4.  Gruppidithread

7.7.5.  Thread di tipo demoniaco

7.7.6.  Sincronizzazione

7.7.7. Meccanismi di bloccaggio

7.7.8.  Meccanismi di comunicazione

7.7.9.  Monitor



7.8.  Problemi comuni nella programmazione concorrente
7.8.1. Il problema dei produttori-consumatori
7.8.2. Il problema dei lettori e degli scrittori
7.8.3. Il problema della cena dei filosofi
7.9.  Documentazione e test del software
7.9.1.  Perché e importante documentare il software?
7.9.2.  Documentazione di progettazione
7.9.3.  Utilizzo di strumenti per la documentazione
7.10. Test di software
7.10.1. Introduzione al test del software
7.10.2. Tipiditest
7.10.3. Test dell'unita
7.10.4. Test diintegrita
7.10.5. Test di convalida
7.10.6. Test del sistema

Ingegneria dei sistemi e dei servizi di rete

8.1.  Introduzione all'ingegneria dei sistemi e dei servizi di rete
8.1.1.  Concetto di sistema informatico e ingegneria informatica
8.1.2. Il software e le sue caratteristiche
8.1.2.1. Caratteristiche del software
8.1.3.  Levoluzione del software
8.1.3.1. Gli albori dello sviluppo del software
8.1.3.2. La crisi del software
8.1.3.3. LIngegneria del software
8.1.3.4. La tragedia del software
8.1.3.5. Lattualita del software
8.1.4.  I'miti del software
8.1.5.  Le nuove sfide del software
8.1.6.  Etica professionale nell'ingegneria del software
8.1.7.  SWEBOK. Il corpo di conoscenze dellingegneria del software

8.2.

8.3.
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Il processo di sviluppo
8.2.1.  Processo di risoluzione dei problemi
8.2.2. Il processo di sviluppo del software
8.2.3.  Processo del software e ciclo di vita
8.2.4.  Ciclidivita. Modelli di processo (tradizionali)
8.2.4.1. Modello a cascata
8.2.4.2. Modelli basati su prototipi
8.2.4.3. Modello di sviluppo incrementale
8.2.4.4. Sviluppo rapido delle applicazioni (RAD)
8.2.4.5. Modello a spirale
8.2.4.6. Processo di sviluppo unificato o Rational Unified Process (RUP)
8.2.4.7. Sviluppo del software basato sui componenti
8.2.5. Il manifesto agile. Metodi agili
8.2.5.1. Extreme Programming (XP)
8.2.5.2. Scrum
8.2.5.3. Feature Driven Development (FDD)
8.2.6.  Standard di processo del software
8.2.7.  Definizione di processo software
8.2.8.  Maturita del processo software
Pianificazione e gestione di progetti agili
8.3.1. Checos'e Agile?
8.3.1.1. Storia di Agile
8.3.1.2. Manifesto Agile
8.3.2.  Fondamenti di Agile
8.3.2.1. La mentalita agile
8.3.2.2. 'adattamento ad Agile
8.3.2.3. Il ciclo di vita dello sviluppo del prodotto
8.3.2.4. Il triangolo di ferro
8.3.2.5. Lavorare con l'incertezza e la volatilita
8.3.2.6. Processi definiti e processi empirici
8.3.2.7. I miti di Agile
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8.4.

8.3.3.

8.3.4.

lambiente Agile

8.3.3.1. Il modello operativo

8.3.3.2. Ruoli Agile

8.3.3.3. Tecniche Agile

8.3.3.4. Pratiche Agile

Quadri di lavoro Agile

8.3.4.1. e-Xtreme Programming (XP)
8.3.4.2. Scrum

8.3.4.3. Dynamic Systems Development Method (DSDM)
8.3.4.4. Agile Project Management
8.3.4.5. Kanban

8.3.4.6. Lean software Development
8.3.4.7. Lean Start-up

8.3.4.8. Scaled Agile Framework (SAFe)

Gestione della configurazione e repository collaborativi

8.4.1.

8.4.2.

8.4.3.
8.4.4.
8.4.5.
8.4.6.

Nozioni di base sulla gestione della configurazione del software
8.4.1.1. Che cos'e la gestione della configurazione del software?
8.4.1.2. Configurazione del software ed elementi di configurazione del software
8.4.1.3. Linee di base

8.4.1.4. Versioni, revisioni, varianti e Releases

Attivita di gestione della configurazione

8.4.2.1. Identificazione della configurazione

8.4.2.2. Controllo delle modifiche alla configurazione

8.4.2.3. Generazione di rapporti di stato

8.4.2.4. Verifica della configurazione

Il piano di gestione della configurazione

Strumenti di gestione della configurazione

La gestione della configurazione nella metodologia Metrica v.3
La gestione della configurazione nello SWEBOK
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8.5.  Test disistemi e servizi

8.5.1.  Concetti generali di test
8.5.1.1. Verifica e convalida
8.5.1.2. Definizione di test
8.5.1.3. Principi del test

8.5.2.  Approcci ai test
8.5.2.1. Test scatola bianca
8.5.2.2. Modello black box

8.5.3.  Prove statiche o revisioni
8.5.3.1. Revisioni tecniche formali
8.5.3.2. Passaggi a piedi
8.5.3.3. Ispezioni del codice

8.5.4. Testdinamici
8.5.4.1. Test unitari
8.5.4.2. Test di integrazione
8.5.4.3. Test di sistema
8.5.4.4. Test di accettazione
8.5.4.5. Test di regressione

8.5.5. Alphatest e beta test

8.5.6. Il processo ditesting

8.5.7.  Errore, difetto e fallimento

8.5.8.  Strumenti di test automatizzati
8.5.8.1. Junit
8.5.8.2. LoadRunner

8.6. Modellazione e progettazione di architetture di rete

8.6.1.  Introduzione

8.6.2.  Caratteristiche dei sistemi
8.6.2.1. Descrizione dei sistemi
8.6.2.2. Descrizione e caratteristiche dei servizi
8.6.2.3. Requisiti di operativita
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8.7.2.3. Considerazioni del disegno
8.7.3.  Considerazioni sulla progettazione
8.7.4.  Processo di progettazione
8.8.  Piattaforme e ambienti di distribuzione
8.8.1.  Introduzione
8.8.2.  Sistemi informatici distribuiti
8.8.2.1. Concetti di base
8.8.2.2. Modelli informatici
8.8.2.3. Vantaggi, svantaggi e sfide
8.8.2.4. Fondamenti del sistema operativo
8.8.3. Implementazioni di reti virtualizzate
8.8.3.1. Necessita del cambiamento
8.8.3.2. Trasformazione delle reti: da "all-IP" al cloud
8.8.3.3. Implementazione della rete nel cloud
8.8.4. Esempio: architettura di rete in Azure
8.9. Prestazioni E2E: ritardo e larghezza di banda. QoS
8.9.1. Introduzione
8.9.2.  Analisi del rendimento
8.93. QoS

8.9.4.
8.9.5.
8.9.6.

Gestione e prioritizzazione del traffico
Accordi sul livello di servizio
Considerazioni del disegno

8.9.6.1. Valutazione delle prestazioni
8.9.6.2. Relazioni e interazioni

8.10. Automazione e ottimizzazione della rete

8.10.1.
8.10.2.

8.10.3.

8.10.4.

Introduzione

Gestione della rete

8.10.2.1. Protocolli di gestione e configurazione
8.10.2.2. Architetture di gestione della rete
Orchestrazione e automazione

8.10.3.1. Architettura ONAP

8.10.3.2. Controllori e funzioni

8.10.3.3. Politiche

8.10.3.4. Inventario di rete

Ottimizzazione

Audit dei Sistemi Informativi

9.1.  Audit dei sistemi informativi. Norme di buona pratica

9.1.1.
9.1.2.
9.1.3.
9.1.4.

Introduzione

Audit e COBIT

L'audit dei sistemi di gestione ICT
Certificazioni

9.2.  Concetti e metodologie di audit dei sistemi

9.2.1.
9.2.2.
9.2.3.
9.2.4.

Introduzione

Metodologie di valutazione del sistema: quantitative e qualitative
Metodologia di audit informatico

Il piano di audit

9.3. Il contratto di audit

9.3.1.
932
9.33.
9.3.4.

Natura giuridica dell'incarico

Le parti di un incarico di revisione
Oggetto dell'incarico di revisione
Il rapporto di audit



9.4.

9.5.

9.6.

9.7.

9.8.

9.9.

Elementi organizzativi della revisione contabile

9.41. Introduzione

9.42.  Missione del dipartimento di audit
9.4.3. Pianificazione dell'audit

9.4.4.  Metodologia di audit IS

Quadro giuridico per gli audit

9.51. Protezione dei dati personali

9.5.2.  Protezione legale del software
9.5.3.  Reatitecnologici

9.5.4. Contratti, firma e identita elettronica

Audit e quadri di outsourcing

9.6.1.  Introduzione

9.6.2.  Concetti di base dell'outsourcing

9.6.3.  La verifica dell'outsourcing informatico
9.6.4.  Quadri diriferimento: CMMI, 1ISO27001, ITIL

Audit di sicurezza

9.7.1. Introduzione

9.7.2.  Sicurezza fisica e logica

9.7.3.  Sicurezza dellambiente

9.7.4. Pianificazione ed esecuzione dell'audit di sicurezza fisica

Audit della rete e di Internet

9.8.1. Introduzione

9.8.2.  Vulnerabilita della rete

9.8.3.  Principi e diritti in Internet

9.8.4. Controlli ed elaborazione dei dati

Audit delle applicazioni e dei sistemi informatici

9.9.1. Introduzione

9.9.2.  Modelli di riferimento

9.9.3. Valutazione della qualita delle domande

9.9.4. Verifica dell'organizzazione e della gestione dell'area di sviluppo e manutenzione
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9.10. Audit dei dati personali

9.10.1.
9.10.2.
9.10.3.
9.10.4.

Introduzione

Leggi e regolamenti sulla protezione dei dati
Sviluppo dell'audit

Infrazioni e sanzioni

Gestione dei progetti

10.1. Concetti fondamentali del project management e del ciclo di vita della gestione
del progetto

10.2.

10.3.

10.1.1.
10.1.2.
10.1.3.
10.1.4.
10.1.5.
10.1.6.
10.1.7.
10.1.8.
10.1.9.

Cos'e un progetto?

Metodologia comune

Che cos'e la gestione dei progetti?

Che cos'e un piano di progetto?

Benefici

Ciclo di vita del progetto

Gruppi di processo o ciclo di vita della gestione del progetto
Il rapporto tra gruppi di processo e aree di conoscenza
Relazioni tra ciclo di vita del prodotto e del progetto

Awvio e pianificazione

10.2.1.
10.2.2.
10.2.3.
10.2.4.
10.2.5.
10.2.6.
10.2.7.

Dall'idea al progetto

Sviluppo della carta del progetto

Riunione di avvio del progetto

Compiti, nozioni e competenze nel processo di start-up

Il piano di progetto

Sviluppo del piano base: Passaggi

Compiti, nozioni e competenze nel processo di pianificazione

La gestione degli Stakeholders e del percorso

10.3.1.
10.3.2.
10.3.3.
10.3.4.

Identificare le parti interessate

Sviluppare un piano per la gestione delle parti interessate
Gestire il coinvolgimento delle parti interessate
Controllare il coinvolgimento delle parti interessate
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10.4.

10.5.

10.6.

10.3.5.
10.3.6.
10.3.7.
10.3.8.
10.3.9.
10.3.10.

L'obiettivo del progetto

La gestione e il piano relativo al campo di applicazione
Riunire i requisiti

Definire 'ambito di applicazione

Creare la WBS

Verificare e controllare il campo di applicazione

l'ideazione della tabella di marcia

10.4.1.
10.4.2.
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10.4.4.
10.4.5.
10.4.6.
10.4.7.

La gestione del tempo e il relativo piano
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Stima delle risorse delle attivita
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Sviluppo del budget e risposta ai rischi

10.5.1.
10.5.2.
10.5.3.
10.5.4.
10.5.5.
10.5.6.

Fare una stima dei costi

Definire il budget e lacurvaa S

Controllo dei costi e metodo earned value
I concetti di rischio

Come fare un'analisi dei rischi

Lo sviluppo del piano di risposta

Gestione qualita

10.6.1.
10.6.2.
10.6.3.
10.6.4.
10.6.5.

Pianificazione della qualita

Garanzia della qualita

Controllo della qualita

Concetti statistici di base

Strumenti per la gestione della qualita
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10.7. Comunicazione e risorse umane 10.10. Responsabilita professionale
10.7.1. Pianificare la gestione delle comunicazioni 10.10.1. Responsabilita professionale
10.7.2. Analisi dei requisiti di comunicazione 10.710.2. Caratteristiche della responsabilita sociale e professionale
10.7.3. Tecnologia delle comunicazioni 10.10.3. Codice etico del leader di progetto
10.7.4. Modelli di comunicazione 10.710.4. Responsabilita vs. PMP®
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10.7.7. Gestire le comunicazioni
10.7.8. La gestione delle risorse umane
10.7.9. Soggetti principali e il loro ruolo nei progetti
10.7.10. Tipi di organizzazione
10.7.11. Organizzazione del progetto
10.7.12. Squadre di lavoro
10.8. Approvvigionamento
10.8.1. Il processo di acquisto
10.8.2. Pianificazione
10.8.3. Ricerca di fornitori e presentazione di offerte
10.8.4. Assegnazione del contratto
10.8.5. Gestione del contratto
10.8.6. | contratti
10.8.7. Tipidi contratto
10.8.8. Negoziazione del contratto
10.9. Attuazione, monitoraggio, controllo e chiusura

10.9.1. I gruppi dei processi Un processo di crescita professionale
10.9.2. Attuazione del progetto

10.9.3. Monitoraggio e controllo del progetto e persona/e Che C//ventera unenorme
1094, Chiusura el progetto spinta alla tua competitivita”




06
Metodologia di studio

TECH e la prima universita al mondo che combina la metodologia dei case studies con
il Relearning, un sistema di apprendimento 100% online basato sulla ripetizione diretta.

Questa strategia dirompente & stata concepita per offrire ai professionisti l'opportunita
di aggiornare le conoscenze e sviluppare competenze in modo intensivo e rigoroso. Un
modello di apprendimento che pone lo studente al centro del processo accademico e gli
conferisce tutto il protagonismo, adattandosi alle sue esigenze e lasciando da parte le
metodologie pit convenzionali.
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@ @ TECH ti prepara ad affrontare nuove sfide in
ambienti incerti e a raggiungere il suCCesso

nella tua carriera”
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Lo studente: la priorita di tutti i programmi di TECH

Nella metodologia di studio di TECH lo studente ¢ il protagonista assoluto.

Gli strumenti pedagogici di ogni programma sono stati selezionati tenendo conto delle
esigenze di tempo, disponibilita e rigore accademico che, al giorno d'oggi, non solo gl
studenti richiedono ma le posizioni pit competitive del mercato.

Con il modello educativo asincrono di TECH, € lo studente che sceglie il tempo da
dedicare allo studio, come decide di impostare le sue routine e tutto questo dalla
comodita del dispositivo elettronico di sua scelta. Lo studente non deve frequentare
lezioni presenziali, che spesso non pud frequentare. Le attivita di apprendimento
saranno svolte quando si ritenga conveniente. E lo studente a decidere quando e da
dove studiare.

In TECH NON ci sono lezioni presenziali
(che poi non potrai mai frequentare)"
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| piani di studio piu completi a livello internazionale

TECH si caratterizza per offrire i percorsi accademici piu completi del panorama
universitario. Questa completezza e raggiunta attraverso la creazione di piani di studio
che non solo coprono le conoscenze essenziali, ma anche le piu recenti innovazioni in
ogni area.

Essendo in costante aggiornamento, questi programmi consentono agli studenti

di stare al passo con i cambiamenti del mercato e acquisire le competenze piu
apprezzate dai datori di lavoro. In questo modo, coloro che completano gli studi presso
TECH ricevono una preparazione completa che fornisce loro un notevole vantaggio
competitivo per avanzare nelle loro carriere.

Inoltre, potranno farlo da qualsiasi dispositivo, pc, tablet o smartphone.

Il modello di TECH e asincrono, quindi
ti permette di studiare con il tuo pc,
tablet o smartphone dove, quando e
per quanto tempo vuoi"
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Case studies o Metodo Casistico

Il Metodo Casistico ¢ stato il sistema di apprendimento piu usato nelle
migliori facolta del mondo. Sviluppato nel 1912 per consentire agli studenti

di Giurisprudenza non solo di imparare le leggi sulla base di contenuti teorici,
ma anche di esaminare situazioni complesse reali. In questo modo, potevano
prendere decisioni e formulare giudizi di valore fondati su come risolverle. Nel
1924 fu stabilito come metodo di insegnamento standard ad Harvard.

Con questo modello di insegnamento, & lo studente stesso che costruisce la
sua competenza professionale attraverso strategie come il Learning by doing o
il Design Thinking, utilizzate da altre istituzioni rinomate come Yale o Stanford.

Questo metodo, orientato all'azione, sara applicato lungo tutto il percorso
accademico che lo studente intraprende insieme a TECH. In questo modo,
affrontera molteplici situazioni reali e dovra integrare le conoscenze, ricercare,
argomentare e difendere le sue idee e decisioni. Tutto cio con la premessa

di rispondere al dubbio di come agirebbe nel posizionarsi di fronte a specifici
eventi di complessita nel suo lavoro quotidiano.




Metodo Relearning

In TECH i case studies vengono potenziati con il miglior metodo di
insegnamento 100% online: il Relearning.

Questo metodo rompe con le tecniche di insegnamento tradizionali

per posizionare lo studente al centro dell'equazione, fornendo il miglior
contenuto in diversi formati. In questo modo, riesce a ripassare e ripete
i concetti chiave di ogni materia e impara ad applicarli in un ambiente
reale.

In questa stessa linea, e secondo molteplici ricerche scientifiche,

la ripetizione & il modo migliore per imparare. Ecco perché TECH
offre da 8 a 16 ripetizioni di ogni concetto chiave in una stessa
lezione, presentata in modo diverso, con l'obiettivo di garantire che la
conoscenza sia completamente consolidata durante il processo di
studio.

Il Relearning ti consentira di apprendere con
meno sforzo e pit rendimento, coinvolgendoti

maggiormente nella specializzazione, sviluppando uno
spirito critico, difendendo gli argomenti e contrastando

opinioni: un‘equazione diretta al successo.
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Un Campus Virtuale 100% online con le migliori risorse didattiche

Per applicare efficacemente la sua metodologia, TECH si concentra sul
fornire agli studenti materiali didattici in diversi formati: testi, video interattivi,
illustrazioni, mappe della conoscenza, ecc. Tutto cio progettato da insegnanti
qualificati che concentrano il lavoro sulla combinazione di casi reali con la
risoluzione di situazioni complesse attraverso la simulazione, lo studio dei
contesti applicati a ogni carriera e I'apprendimento basato sulla ripetizione,
attraverso audio, presentazioni, animazioni, immagini, ecc.

Le ultime prove scientifiche nel campo delle Neuroscienze indicano
l'importanza di considerare il luogo e il contesto in cui si accede ai contenuti
prima di iniziare un nuovo apprendimento. Poter regolare queste variabili

in modo personalizzato favorisce che le persone possano ricordare e
memorizzare nell'ippocampo le conoscenze per conservarle a lungo termine. Si
tratta di un modello denominato Neurocognitive context-dependent e-learning,
che viene applicato in modo consapevole in questa qualifica universitaria.

Inoltre, anche per favorire al massimo il contatto tra mentore e studente,
viene fornita una vasta gamma di possibilita di comunicazione, sia in tempo
reale che differita (messaggistica interna, forum di discussione, servizio

di assistenza telefonica, e-mail di contatto con segreteria tecnica, chat e
videoconferenza).

Inoltre, questo completo Campus Virtuale permettera agli studenti di TECH di
organizzare i loro orari di studio in base alla loro disponibilita personale o agli
impegni lavorativi. In questo modo avranno un controllo globale dei contenuti
accademici e dei loro strumenti didattici, il che attiva un rapido aggiornamento
professionale.

La modalita di studio online di questo
programma ti permettera di organizzare il
tuo tempo e il tuo ritmo di apprendimento,
adattandolo ai tuoi orari”

Lefficacia del metodo e giustificata da quattro risultati chiave:

1. Gli studenti che seguono questo metodo non solo raggiungono
I'assimilazione dei concetti, ma sviluppano anche la loro capacita mentale,
attraverso esercizi che valutano situazioni reali e I'applicazione delle
conoscenze.

2. Lapprendimento & solidamente fondato su competenze pratiche che
permettono allo studente di integrarsi meglio nel mondo reale.

3. Lassimilazione di idee e concetti & resa piu facile ed efficace, grazie all'uso di
situazioni nate dalla realta.

4. La sensazione di efficienza dello sforzo investito diventa uno stimolo molto
importante per gli studenti, che si traduce in un maggiore interesse per
I'apprendimento e in un aumento del tempo dedicato al corso.
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| risultati di questo innovativo modello accademico sono riscontrabili nei
livelli di soddisfazione globale degli studenti di TECH.

La valutazione degli studenti sulla qualita dell'insegnamento, la qualita
dei materiali, la struttura del corso e i suoi obiettivi € eccellente. A
questo proposito, l'istituzione e diventata la migliore universita valutata
dai suoi studenti secondo l'indice global score, ottenendo un 4,9 su 5

Accedi ai contenuti di studio da qualsiasi
dispositivo con connessione a Internet
(computer, tablet, smartphone) grazie al
fatto che TECH e aggiornato sull'avanguardia
tecnologica e pedagogica.

Potrai imparare dai vantaggi dell'accesso

a ambienti di apprendimento simulati

e dallapproccio di apprendimento per
0sservazione, ovvero Learning from an expert.
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In questo modo, il miglior materiale didattico sara disponibile, preparato con attenzione:

Materiale di studio

>

Tutti i contenuti didattici sono creati dagli specialisti che impartiranno il corso,
appositamente per questo, in modo che lo sviluppo didattico sia realmente specifico e
concreto.

Questi contenuti sono poi applicati al formato audiovisivo che supportera la nostra
modalita di lavoro online, impiegando le ultime tecnologie che ci permettono di offrirti
una grande qualita per ogni elemento che metteremo al tuo servizio.

Capacita e competenze pratiche

| partecipanti svolgeranno attivita per sviluppare competenze e abilita specifiche in ogni
area tematica. Pratiche e dinamiche per acquisire e sviluppare le competenze e le abilita
che uno specialista deve possedere nel mondo globalizzato in cui viviamo.

Riepiloghi interattivi

Presentiamo i contenuti in modo accattivante e dinamico tramite strumenti multimediali
che includono audio, video, immagini, diagrammi e mappe concettuali per consolidare
la conoscenza.

Questo esclusivo sistema di preparazione per la presentazione di contenuti multimediali
& stato premiato da Microsoft come "Caso di successo in Europa”.

Letture complementari

Articoli recenti, documenti di consenso, guide internazionali... Nella biblioteca
virtuale di TECH potrai accedere a tutto il materiale necessario per completare la tua
specializzazione.

ORIANS
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Case Studies

Completerai una selezione dei migliori case studies in materia.
Casi presentati, analizzati e monitorati dai migliori specialisti del panorama
internazionale.

Testing & Retesting

Valutiamo e rivalutiamo periodicamente le tue conoscenze durante tutto il
programma. Lo facciamo su 3 dei 4 livelli della Piramide di Miller.

Master class

Esistono prove scientifiche sull'utilita d'osservazione di terzi esperti.

Il cosiddetto Learning from an Expert rafforza le conoscenze e i ricordi, e genera
sicurezza nel futuro processo decisionale.

Guide di consultazione veloce

TECH offre i contenuti piu rilevanti del corso sotto forma di schede o guide rapide
per l'azione. Un modo sintetico, pratico ed efficace per aiutare a progredire nel tuo
apprendimento.
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Questo programma ti consentira di ottenere il titolo di studio di Master in Telematica
rilasciato da TECH Global University, la pit grande universita digitale del mondo.
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@ @ Porta a termine questo programma €

ricevi la tua qualifica universitaria senza
spostamenti o fastidiose formalita”
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Questo programma ti consentira di ottenere il titolo di studio privato di Master in Questo titolo privato di TECH Global Universtity € un programma europeo di formazione
Telematica rilasciato da TECH Global University, |la pit grande universita digitale del continua e aggiornamento professionale che garantisce l'acquisizione di competenze
mondo. nella propria area di conoscenza, conferendo allo studente che supera il programma un

TECH Global University & un'Universita Ufficiale Europea riconosciuta pubblicamente elevato valore curriculare.

dal Governo di Andorra (bollettino ufficiale). Andorra fa parte dello Spazio Europeo Titolo: Master in Telematica
dell'lstruzione Superiore (EHEA) dal 2003. LEHEA € un'iniziativa promossa dall'Unione Modalita: online

Europea che mira a organizzare il quadro formativo internazionale e ad armonizzare |
sistemi di istruzione superiore dei Paesi membri di questo spazio. Il progetto promuove
valori comuni, I'implementazione di strumenti congiunti e il rafforzamento dei
meccanismi di garanzia della qualita per migliorare la collaborazione e la mobilita tra
studenti, ricercatori e accademici.

Durata: 12 mesi
Accreditamento: 60 ECTS

Q
t e C 3&35:,'5@ Master in Telematica
»

Distribuzione generale del Programma

Tipo di insegnamento ECTS Corso  Insegnamento ECTS Codice
Obbligatorio (0B) 60 19 Reti di computer 6 0B
Opzionale (OF) 0 1°  Sistemi distribuiti 6 OB
Dott. Cristian David Velasquez Granada, con documento d'identita 31914606J ha superato 1"“‘"‘“ Esterno (TE) 0 1°  Sicurezza nei sistemi e nelle reti di comunicazione 6 0B
con successo e ottenuto il titolo di: es!dl Master (TM) 0 19 Reti e infrastrutture aziendali 6 OB
Totale 60 1°  Architetture di sicurezza 6 0B
. . 10 Centri dati, funzionamento della rete e servizi 6 0B
Master in Telematica 19 Programmazione avanzata 6 o8
1°  Ingegneria dei sistemi e dei servizi di rete 6 0B
Si tratta di un titolo di studio privato corrispondente a 1800 horas di durata equivalente a # ECTS, con 1°  Audit dei Sistemi Informativi 6 oB
data di inizio dd/mm/aaaa e data di fine dd/mm/aaaa. 10 Gestione di Progetti 6 0B

TECH Global University & un’universita riconosciuta ufficialmente dal Governo di Andorra il 31 de
gennaio 2024, appartenente allo Spazio Europeo dell'lstruzione Superiore (EHEA).

In Andorra la Vella, 28 febbraio 2024

% % tecn =,

Dott. Pedro Navarro lllana

Dott. Pedro Navarro lllana Rector

Rector

c6digo iinico TECH: AFWOR23S techtitute.com/titulos

Apostille dell’Aia. Se lo studente dovesse richiedere che il suo diploma cartaceo sia provvisto di Apostille dell’Aia, TECH Global University effettuera le gestioni opportune per ottenerla pagando un costo aggiuntivo.
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» Modalita: online

» Durata: 12 mesi

» Titolo: TECH Global University
» Accreditamento: 60 ECTS

» Orario: a scelta

» Esami: online
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